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	INSTRUCTIONS

	Initial set up of workflow rules:

· Please use the Workflow Rules Excel spreadsheet.  This contains a blank template that will help you define your rules for eac h HRMS module.  

· The spreadsheet can be found on the HRMS forms page on the HR web site, or here: Dept Workflow Rules Template (Ctrl + click)
· Complete the spreadsheet, complete and scan this form, and attach both to an email and send it to hrms.workflow@ubc.ca.
Change existing workflow rules:

· Run query “400_HRMS_WORKFLOW_RULES” and save your workflow rules in Excel.
· Modify your rules in the spreadsheet.  Highlight the changes as follows:

a. For changes, overwrite the existing value with the new value and highlight the cell.
b. For new steps, insert a new row, enter the appropriate values, and highlight the entire row.
c. To remove a step, highlight the entire row and enter the word “DELETE” under the System column.
d. Changes to approvers must be made by entering the Position Number of the approver and not their name or employee ID.
· When the spreadsheet is complete, complete and scan this form, and attach both to an email and send it to hrms.workflow@ubc.ca.
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Email this form to HRMS.Workflow@ubc.ca


    
               Help 
Non-Disclosure Agreement

Human Resources records available from the Human Resources Management System (HRMS) are confidential and the Property of the University of British Columbia.  

Data security of the HRMS system is defined as the protection of information systems, data facilities, and resources against accidental or deliberate threats to their confidentiality, integrity, or availability.

Deans, Directors and Department Heads are accountable for ensuring the responsible use of administrative system access privileges granted through their authority. Specifically, individuals authorizing administrative system access are responsible for:

· ensuring that the level of access being authorized to HRMS records is sufficient and necessary;

· ensuring that faculty, staff and students granted access privileges under their authority are aware of this security agreement and accept individual accountability and responsibility for use or abuse of granted system privileges.

· ensuring that the employee’s access is deleted by completing this form in a timely manner when necessary (i.e. the employee has left UBC or your department).

HRMS users are responsible for the prudent and secure use of information facilities in compliance with good business practice and security standards. An HRMS user assigned a unique user identification code and secret password is individually accountable for all systems access granted through that user identification code and password. HRMS user responsibilities include, but are not limited to:

· the protection of individual user identification codes and associated passwords;

· ensuring that workstations are not left unattended;

· ensuring that sensitive information displayed on end user workstations or hard-copy reports is not visible to unauthorized individuals;

· ensuring that this security agreement is not violated by the use of the individual identification codes by another person.

Protection of information assets and compliance with this security agreement and accompanying procedures are basic terms of continued administrative system access privileges. Failure to comply with this agreement could result in disciplinary action including termination of system access privileges.
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